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P lanning and implementing an effective military

response to a crisis is a highly complex problem.

There are a host of interdependent factors to consider—

from the high-level strategic planning of an evolving

crisis situation, to the nuts and bolts of moving people,

machinery, and supplies. 

When the Allies invaded Normandy on 6 June 1944,
more than 15,000 vehicles and 155,000 troops stormed
five beaches—after two years of preparation. By contrast,
Desert Shield/Storm in 1990–91 was the largest, fastest,
and farthest sealift to a single locale in the history of war-
fare—and there was no prior buildup of troops or supplies.
The US Department of Defense sealifted 2.4 million tons
of cargo during the first six months of Desert Shield—
more than four times the cargo carried across the English
Channel to Normandy during the D-Day invasion and
more than 6.5 times that of the peak force buildup during
the Vietnam War in a single period.2

Reflecting the changing geopolitical environment at the
cusp of the 21st century, the military’s role has changed.
Most modern military engagements are no longer thought
of in terms of the victor and vanquished, but rather in
terms of stabilizing conflict situations. Fiscal constraints
and downsizing have also changed it. Add aggressive
investments in information technology, and the result is a
military trying to reshape itself as fast as the moving
target of global politics.

Most Department of Defense documents no longer
focus on the battlefield but rather focus on the more all-
encompassing battlespace of a highly complex physical,
psychological, and electronic “theater.” Military power
is more than brute force or orchestrated mechanical

might now. It involves international coalitions of forces
with military, electronic, mechanical, and humanitarian
capabilities that can effectively quell crises under the
intense scrutiny of international monitors and the media’s
watchful eye (see the Knowledge Systems from Coali-
tion Operations articles starting on page 14 for more
information). 

An AI legend
As Desert Shield was getting underway, Ted Kral, a

program manager at BBN Technologies, hatched the idea
for an AI-based decision support system to help humans
plan the movement of equipment and personnel from
Europe to Saudi Arabia. His idea resulted in the Dynamic
Analysis and Replanning Tool, a landmark AI applica-
tion—both in terms of its organizational impact and return
on investment. The DART scheduling application paid
back all of DARPA’s 30 years of investment in AI in a
matter of a few months, according to Victor Reis, Director
of DARPA at the time. DART compellingly demonstrated
that AI, when strategically embedded in larger systems,
could result in orders-of-magnitude improvement in
planning.

To fast-track his idea into a deployed application in
time to meet Desert Shield’s needs, Kral led a skunk
works team at BBN with help from Ascent Technology,
SRA, and ISX.  “[The team] developed the system in a
grueling challenge to compress an 18-month develop-
ment effort into a 10-week development and test and
then deploy [effort],” he says.

About halfway through the six months of Desert
Shield, Kral installed the system at the USTRANSCOM
transportation command and the US European command,
where it was used for the duration. 

DART: Revolutionizing 
Logistics Planning 

By Sara Reese Hedberg

For the last two hundred years, the dominant force in international affairs has been the nation state. Most wars have
been caused by attempts to create or expand such states. In contrast, over the next twenty years, the risks to interna-
tional stability seem as likely to come from other factors: ethnic and religious conflict; population and environmental
pressures; competition for scarce resources; drugs, terrorism and crime ... the consequences of initially local crises
may spread dramatically throughout an ever more interdependent world.1

—Tony Rathmell



DART was quite revolutionary in 1990,
replacing a mainframe planner using Job
Control Language and reams of printouts.
It was a GUI-based scheduler that took a
mainframe flat file of the details of all
items to be moved—dates to move, places
to move to and from, and so forth—and
loaded the data into an Oracle database.
The scheduling was done on a front-end
Sun-4 workstation. It enabled users to
examine schedules at a higher level of
abstraction, because it could readily
aggregate modules. Further, it let users for
the first time inspect, modify, and interact
with the planning system. This was pre-
cluded by the previous black-box JCL-
based system.3 Planners could run strate-
gic transportation models using DART in
a matter of minutes rather than in hours or
days. This enabled them to consider more
alternatives and develop a more realistic
action plan in far less time.4

“The overall logistics effort to mobilize
and support Desert Shield/Storm was Her-
culean, especially in the weeks prior to
initiated hostilities,” said Gen. H. Norman
Schwartzkopf, US Commander-in-Chief,
in April 1991. “The superb performance of
the logistics community deserves high
praise.”5 Thanks in part to DART.

DART was the first demonstration sys-
tem to emerge from the ARPA-Rome
Knowledge-Based Planning and Schedul-
ing Initiative which was formed in 1990
and spearheaded by Northrup Fowler of
the Air Force’s Rome Laboratory, and
Steve Cross, then at Advanced Research
Projects Agency. The Initiative was cre-
ated to develop next-generation AI tools
for planning, scheduling, and resource
allocation to improve crisis management
planning. By the mid 1990s, ARPI had
been highly successful not only in tech-
nology innovation but also in insertion
into various user communities, as well as
spawning commercial applications and
other initiatives.6

Military coalitions
Desert Shield/Storm was historically

significant in portending a military future
of coalitions. Thirty nations joined against
Iraq, with an additional 18 countries sup-
plying humanitarian, economic, or other
types of assistance.7 “The information and
systems needed are now very coalition-
focused,” says Nort Fowler, now acting
chief scientist at the Air Force Research

Lab’s Information Directorate. “All future
foreseeable campaigns will involve coali-
tions. That’s a fact of life. Everyone recog-
nizes that it is a different world today.”

The military’s changing face adds new
layers of complexity to planning and exe-
cuting diverse and highly complex missions.
Decision-makers need to collaborate with
all relevant partners to plan for situations
with multiple concurrent operations. This
produces a whole new set of issues and con-
straints wrought by the diversity within the
coalition, including

• Differing cultural and religious sensitivi-
ties (“You don’t want to put a Big Mac
hamburger in the hands of Indians who
consider cows sacred,” as one source
explained it). 

• Different military rules of engagements.
• Varying information classification and

releasability restrictions—a government
might not want to release all information
to all coalition members. For the US mili-
tary, the releasability policies and proto-
cols are outlined in great detail by the
State Department, and must be followed
in conflict and peacetime. There are also
layers of releasability. A bilateral agree-
ment between the US and Great Britain,
for instance, might be more liberal than a
multilateral agreement between all the
English-speaking nations. 

• Diverse organizational responsibilities
(military, relief, public health, humanitar-
ian, peacekeeping, monitoring, domes-
tic law enforcement, and so on).

• Widely differing computer systems and
services.

Interoperability of disparate distributed
decision support systems is necessary to help
address these issues and render a respon-
sive, coherent whole. Defense organizations
are looking to create information tools and
services to facilitate knowledge production,
distribution, and understanding as well as to
enhance internal and external collaboration. 

A new generation
Military agencies around the world are

finding that knowledge systems offer pow-
erful, effective tools to deal with the in-
creasing complexities they face. A new
generation of intelligent systems research
and applications is emerging that focuses
on coalition management. Much of this
work, an outgrowth of projects started as

part of ARPI (which spawned DART),
draws on a broad range of knowledge sys-
tem tools and research such as intelligent
agents, knowledge management, natural
language, expert systems, and knowledge
engineering. 

“Knowledge systems, encompassing a
wide variety of agent-based and knowl-
edge-based systems, can contribute to
coalition operations in multiple ways”
explains Lt. Commander Dylan Schmor-
row, DARPA’s Program Manager of the
Control of Agent Based Systems (CoABS)
program, “primarily through the capture of
and representation of knowledge in such a
manner that automated processing and dis-
play of such information can be made with
limited human attention. Through such
automation, the handling, movement, and
quality of information can be greatly
increased.”

“Two examples of such processes that
are important for coalition operations are
that of policy control for the release and
dissemination of information and the re-
duction of time-consuming human inter-
pretation [both language-to-language and
various information-handling processes
such as fusion of disparate sources],”
Schmorrow says.

“Much of what is involved in coalition
operations is the exchange of information
between systems that were not designed to
work together,” says Jim Hendler, a profes-
sor of computer science and electrical engi-
neering at the University of Maryland, and
a pioneer of intelligent agent re-search.
“Agents can help a system to query for
information from other systems without
knowing explicitly where it resides or in
what format. We are thus able to have a
flight planner implemented by the British
interact with US systems for refueling, and
systems from other countries to provide
information about the locations of various
military assets.”

Acknowledgments
Thanks to Steve Cross (Carnegie Mellon Uni-

versity), Ed Feigenbaum (Stanford University),
Nort Fowler (Air Force Research Laborabory),
Jim Hendler (University of Maryland), Ted Kral
(BBN Technologies), Tony Rathmell (Defence
Science and Technology Laboratory, UK), and

82 computer.org/intelligent IEEE INTELLIGENT SYSTEMS



Dylan Schmorrow (DARPA) for their invaluable
assistance in researching and preparing this article.

References

1. R.A. Rathmell, “A Coalition Force Scenario:
Binni—Gateway to the Golden Bown of
Africa,” Proc. Int’l Workshop Knowledge-
Based Planning for Coalition Forces, Artifi-
cial Intelligence Applications Inst., Univ. of
Edinburgh, Edinburgh, Scotland, 1999, pp.
115–125; www.aiai.ed.ac.uk/project/coalition/
binni.

2. “Beans, Bandages and Bullets—Logistics
Operations,” US Navy in Desert Shield/Desert
Storm, Dept. of the Navy, Naval Historical
Center, Washington, D.C., 16 Aug. 1997;
www.history.navy.mil/wars/dstorm/ds4.htm.

3. S. Hedberg, “Operation Desert Shield’s Intel-
ligent Scheduler,” Spang Robinson Report on
Artificial Intelligence, Mar. 1991, pp. 3–4.

4. M. Bienkowski, “Demonstrating the Opera-
tional Feasibility of New Technologies: The
ARPI IFDs,” IEEE Expert, vol. 10, no. 1,
Jan./Feb. 1995, pp. 27–33.

5. H.N. Schwarzkopf, “U.S. Central Command
Preliminary Report on Lessons Learned,”
quoted in “Beans, Bandages and Bullets—
Logistics Operations,” US Navy in Desert
Shield/Desert Storm, Dept. of the Navy, Naval
Historical Center, Washington, D.C., 16 Aug.
1997, www.history.navy.mil/wars/dstorm/
ds4.htm.

6. N. Fowler III and S.E. Cross, “The ARPA-
Rome Knowledge-Based Planning and Sched-

uling Initiative,” IEEE Expert, vol. 10, no. 1,
Jan./Feb. 1995, pp. 4–9.

7. Operation Desert Shield, Federation Ameri-
can Scientists, Military Analysis Network,
Washington, D.C., 14 Apr. 1998, www.fas.
org/man/dod-101/ops/desert_shield.htm.

Sara Reese Hedberg is a frequent contributor to
IEEE Intelligent Systems. She has written exten-
sively about trends in AI and intelligent systems
for 17 years. Contact her at sara@hedberg.com.

MAY/JUNE 2002 computer.org/intelligent 83

Doing Software Right 
• Demonstrate your level of ability in 

relation to your peers

• Measure your professional knowledge
and competence

The CSDP Program differentiates between 
you and others in a field that has every kind of 
credential, but only one that was developed by, 
for, and with software engineering professionals.

Register Today

Visit the CSDP web site at http://computer.org/certification
or contact certification@computer.org

Get CSDP Certified
Announcing IEEE Computer Society's new 

Certified Software Development

Professional Program

"The exam is valuable to me for two reasons:
One, it validates my knowledge in various areas of
expertise within the software field, without regard to
specific knowledge of tools or commercial prod-
ucts...
Two, my participation, along with others, in the
exam and in continuing education sends a message
that software development is a professional pursuit
requiring advanced education and/or experience,
and all the other requirements the IEEE Computer
Society has established. I also believe in living by
the Software Engineering code of ethics endorsed
by the Computer Society. All of this will help to
improve the overall quality of the products and ser-
vices we provide to our customers..."

— Karen Thurston, Base Two Solutions


	Index: 
	CCC: 0-7803-5957-7/00/$10.00 © 2000 IEEE
	ccc: 0-7803-5957-7/00/$10.00 © 2000 IEEE
	cce: 0-7803-5957-7/00/$10.00 © 2000 IEEE
	index: 
	INDEX: 
	ind: 
	Intentional blank: This page is intentionally blank


